
HOW TO ENABLE  

MULTI-FACTOR AUTHENTICATION  
FOR CAMPUS FEDERAL ONLINE BANKING

You can set up MFA (Multi-Factor Authentication) via text, email, voice or authentication app. 
This increases the security for logging into online banking.

1 If using an authentication app, you can use any of the 
following third-party apps: 

•	 Google Authenticator
•	 Twilio Authy 
•	 Duo Mobile

2 Once you are logged into Online Banking, 
navigate to the Tools tab and select the 

Settings option.

Next, choose the Security tab then scroll 
down to the Two-Factor Authentication 
section.
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Switch the toggle on. To use the Two-Factor Authentication 
(2FA App), toggle the switch on in the 

2FA App section. Then, click the box to Enroll.

7 Then, you will need to Enter the code 
quickly from your 2FA app into the code 

box below, and click Next.

You will then see a unique QR code to 
scan with your mobile device using your 

preferred 2FA app or the code can be manually 
entered into your 2FA app. 



The final step is to verify your identity 
by entering the code sent to you by text, 

email or phone call. Once complete, you will 
be all set!
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If you have questions, please contact us at 888-769-8841.  
We value your membership and want to help keep your account information safe.

Thank you for being a valued member!


